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Assessing and Responding to Risks in a Financial Statement Audit:
Guidance for audit standards for nonissuers that took effect on or after December 15, 2006.
by John A. Fogarty, Lynford Graham and Darrel R. Schubert
his is the second of two articles describing the requirements of new guidance from the Auditing Standards Board (ASB). The first article discussed the process of assessing risks and controls leading to the concept of the risk of material misstatement (see “Assessing and Responding to Risks in a Financial Statement Audit,” JofA, Jul.06, page 43). This article discusses how the auditor responds to the risk of material misstatement in designing and performing audit procedures. 
The eight standards listed here are designed to help auditors plan and perform audit procedures that will address assessed risks, enhance the auditor’s response to audit risk and materiality, facilitate planning and supervision and clarify the concept of audit evidence. 

As noted in the new standards, “auditors must consider audit risk and must determine a materiality level for the financial statements taken as a whole.” Auditors also “must obtain a sufficient understanding of the entity and its environment, including its internal control, to assess the risk of material misstatement.”

DESIGNING FURTHER AUDIT PROCEDURES
Once the risk of material misstatement has been assessed for major accounts, transaction streams and disclosures, the auditor must develop an audit plan in which he or she documents the audit procedures that, when performed, are expected to reduce audit risk to an acceptably low level. As the auditor is assessing risk and the design and implementation of internal controls, he or she should determine any overall responses to address risks of material misstatement at the financial statement level, and tailor audit plans (that is, audit programs) to be responsive to the identified risks of material misstatement at the relevant assertion level. The application of a “standard” audit program of procedures on all engagements will generally not be responsive to the risks of material misstatement, and is not an appropriate response under the new standards.

Because the auditor should document the linkage of the risks, controls and further audit procedures by assertion, the audit plan also should consider the risk of material misstatement at the assertion level. The auditor should design auditing procedures to achieve the objective of a high level of assurance that the financial statements are free of material misstatement. Those further auditing procedures consist of either tests of controls or substantive procedures.

For example, say the auditor identifies a moderate risk of inventory obsolescence (valuation) and the company monitors this risk through two procedures: one control that performs monthly analyses of inventory turnover by inventory line item looking for risks of obsolescence and another that monitors market price fluctuations. In addition, the company takes periodic inventories to ensure the accuracy of its perpetual inventory records. In this circumstance the auditor may assess the risk of material misstatement as low. If the client controls are tested and found effective, the auditor may need to design only a low level of independent lower-of-cost or market tests on the slower-moving and specific inventory items that have a high volatility in cost, and design some independent analytical procedures to address the obsolescence (valuation) risk. That may be enough to satisfy the auditor that risk of financial statement misstatement is low for this assertion as it relates to inventory.

TESTING INTERNAL CONTROLS
To rely on the effectiveness of company internal controls, the auditor should test the controls—but only after assessing that the design is effective; otherwise there is no sense in testing it. If the auditor’s strategy is to rely on the control, its operating effectiveness is assessed through appropriate levels of testing. Tests of implementation may provide some minimal evidence of operating effectiveness. The auditor’s reliance on the control is a continuum from “no” reliance (for example, the design may be ineffective or there may be no control) to “high” reliance on the control.

The basic principles of the testing controls in the current section AU 319 are not changed:

[image: image2]Automated controls can be tested once or a few times to conclude they operated effectively throughout the period when information technology (IT) general controls were assessed as effective.

[image: image3]Manual controls tests should cover the period of the examination. The extent of testing should respond to the desired level of reliance on the control.

Additional guidance on establishing sample sizes is contained in the revised AICPA Audit Guide, Audit Sampling, (CPA2Biz.com product no. 012536JA) released in January.

Auditors should test controls when sufficient evidence may not be obtainable from traditional substantive procedures, such as when the business makes extensive use of IT in its sales or purchases interfaces such as Internet or EDI (electronic data interchange) transactions, and the systems do not create paper trails and historical documents supporting the transactions. 

EVIDENCE FROM PRIOR AUDITS
The new standards clarify when control tests and other evidence from a prior audit may be used in the current engagement. For the auditor to place reliance on that evidence, the audit evidence and the related subject matter must not fundamentally change. The auditor confirms that changes have not occurred by annual inquiry and performing another procedure that confirms the control remains implemented and is effective, such as a walk-through, observation or examination of some evidence. In any case, the controls should be retested at least every third year, even when there have been no perceived changes in them. 

An exception to this guidance on evidence from prior audits is in the case of significant risks. One or more significant risks generally are found on most audit engagements. For these risks

[image: image4]Substantive procedures, or substantive and controls procedures, specifically directed at the risk should be applied.

[image: image5]Analytics alone are insufficient to provide the needed assurance.

[image: image6]Controls assurance from prior engagements cannot be considered in the current engagement; the controls need to be tested every year to rely on them.

PERFORMING AUDITING PROCEDURES
In performing audit procedures, auditors should apply certain substantive audit procedures on each engagement. They should

[image: image7]Apply substantive procedures for all relevant assertions related to each material class of transactions, account balance and disclosure, regardless of the assessed risk of material misstatement.

[image: image8]Examine material journal entries and other adjustments.

[image: image9]Agree the financial statements to the underlying accounting records (this is also noted in SAS no. 103, Audit Documentation, which is effective for audits of financial statements for periods ending on or after December 15, 2006).

While some auditors already use audit methodologies that integrate assertions into identifying risks, assessing controls and performing procedures, some do not. The appendix to SAS no. 110 (see “Official Releases,” JofA, May06, page 152) provides a helpful list of account balances, related assertions and common auditing procedures that address these assertions for a manufacturing company. 

SAS no. 110 also provides significantly more guidance than past standards in designing the nature, timing and extent of audit procedures. In determining sample sizes, SAS no. 111 amends SAS no. 39, Audit Sampling, by adding a concept from a previous AICPA Audit Guide:

“An auditor who applies statistical sampling uses tables or formulas to compute sample size based on these judgments. An auditor who applies nonstatistical sampling uses professional judgment to relate these factors in determining the appropriate sample size. Ordinarily, this would result in a sample size comparable to the sample size resulting from an efficient and effectively designed statistical sample considering the same sampling parameters.”

While this guidance shows a relationship between nonstatistical and statistical sample sizes, the auditor is not required to compute or document a comparable statistical sample size. However, familiarity with sampling concepts of the level of assurance obtainable from certain size samples can help auditors make more informed judgments regarding appropriate sample sizes. The AICPA Audit Guide, Audit Sampling, provides illustrations of designing appropriate sample sizes using tables and simple formulas. Some commercial computer-assisted audit technique programs such as IDEA and ACL also include easy-to-use statistical sample-size-determination programs. 

SUMMARIZING THE RESULTS OF AUDITING PROCEDURES
The auditor must accumulate all known and likely misstatements other than those he or she believes to be trivial. Consistent with prior standards, differences between auditor and company estimates are treated as likely misstatements only if the company estimate is considered unreasonable. In such a case the amount of likely misstatement is measured by the difference between the company estimate and the closest auditor estimate that is considered to be reasonable. 

Auditors should propose known misstatements to management for adjustment. If they are not adjusted, the auditor should be alert to the risk there may be an underlying reason behind the lack of management response, such as might occur if the correction would trigger the violation of a loan covenant or change the direction of an important trend measure.

Known and likely misstatements that remain unadjusted, including the effects of prior-period misstatements, should be compared individually and in the aggregate with various totals or subtotals (or key relationships) in the financial statement to ensure they do not misstate the financial statements as a whole. Be aware that offsetting material misstatements could show failed internal controls as well as show that careful estimation of these amounts (beyond the tests performed thus far) is necessary to be able to conclude on the amounts to be adjusted in the financial statements.

If the financial statement and other information available to the auditor as the audit progresses and at the end of the engagement differ from what was anticipated when materiality was first assessed, a change in materiality may be appropriate. The auditor should be careful if the materiality measure at yearend declines, as this may have implications for concluding on the adequacy of the procedures performed to achieve a high assurance that the financial statements are free of material misstatement. The auditor should document the materiality levels and the basis for any changes as the audit progresses. 

When assessing the implications of known and likely misstatements, auditors also should consider qualitative factors. For example, a fraud of less-than-a-material amount still may have significant implications for assessing the adequacy of the procedures performed and the risk assessment that directed the nature, timing and extent of audit procedures. An illegal payment might also give rise to concerns about a contingent liability, and permitting a misstatement to remain unadjusted may alter user perceptions about a trend or important measure.
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